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Risks prioritized and included in Zentiva Risk 
Management Dashboard (RMD)  

Controls

Likelihood

Impact

All risks and material issues identified and assessed

External and internal factors reviewed by Zentiva teams Risk assessment for each function –
areas discussed and compiled. Action 
plan agreed with function.

Prepare risk summary and detailed 
action plan to mitigate risk

Focus on controls: 
Current measures and ongoing / projected measures
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STEP DELIVERABLE  

Implement actions and track follow 
up

This presentation is confidential and proprietary to Zentiva, and may not be reproduced, redistributed or published in whole or in part without the prior written consent of Zentiva.



C3-Confidential

Risk assessment tool 

Risks – pre-selected list from Zentiva risks universe was used 
to facilitate discussions with risk owners,

• Risk owner is responsible to confirm the key risks 
landscape in the area of work, so that he/ she adds/ 
remove risks as appropriate.

Likelihood and Impact is assessed, as if no controls in place.

• Likelihood is generally defined based on failures/ risk 
realization in the past and professional judgement,

• Impact: main categories - Patient, Business, Reputation; 
quantification drivers (for ex. potential annualized impact 
on cash flow, investments, EBITDA etc.) used to compare 
with risk evaluation criteria

Controls: identification and preliminary assessment is 
performed during work shops/ interviews with Risk owners. 

Pre-defined risk evaluation criteria

Likelihood Impact Control effectiveness

• Unlikely

• Possible

• Likely

• Certain

Severity level 
Impact, 

MEuro

Minor <1,5

Moderate
<7,5,

>1,5 

Major
<15,

>7,5 

Severe >15

Satisfactory

Probably under control but require 

closer monitoring or improvement 

Probably not controlled at the 

appropriate level

Not satisfactory
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Risk 

#
Risk 

Likelihood Impact Current control 

effectiveness

Priority 

risk

1
Changes in external environment and 

their Integration into strategy and 
Possible Severe Satisfactory YES

2
Breach of trade restriction rules 

(economic sanctions)
Possible Severe

Probably not controlled at 

the appropriate level
YES

3
Non-compliance with data privacy 

regulations (GDPRs etc.)
Possible Severe

Probably not controlled at 

the appropriate level
YES

Risk prioritization and Risk Management Dashboard 

- Consolidate Risk assessment tools across all departments 

- Risk prioritization

Step1

Step 2

Step 3 - Prioritized risks included in Risk Management Dashboard (RMD) for further monitoring

Step 3
step1

Step 2
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POTENTIAL IMPACT 
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2 - Breach of trade restriction rules 

(economic sanctions)
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Step 4 - Detail action plan, specify owners and timelines to manage / mitigate the risk. Track execution status


